
Internet Access of Students Staying in Dormitories 

Our students staying in dormitories will use their email addresses in the format of 

name.surname@isik.edu.tr and their email passwords given to them by the IT Department to 

connect to the internet. Our students will enter the system by connecting a Cat5 or Cat6 cable, 

which they will provide themselves, to the internet switches in the dormitories. At this time, 

an IP address will be automatically assigned to users by the system and a hotspot screen 

where they will enter their username and password will appear when they want to access the 

internet. Students staying in dormitories are obliged to register once on the Web Page that 

comes up by clicking on the "Add User" link. During registration, they must enter their 

Name, Surname, Dormitory - Room Information, School Number and Işık email 

addresses and passwords given to them by Işık University. The MAC Addresses 

(Physical Address) of users' computers are automatically processed by the system and 

entered into the form they will fill out. Students who do not know their email addresses 

or passwords will not be able to access any web page other than Işık University web 

pages. Işık University Web Page, Email Page and Campus-Course Online pages can be 

accessed without entering a username and password. 

Other Important Information; 

1- Students must use the IP address automatically assigned by the system. Users who enter IP 

manually will not be able to log in to the system. 

2- For ensuring password security of our students, web pages where they log in and register 

are encrypted using 256-bit certificates. 

3- Each user must register from his/her own computer that he/she uses or will use while 

registering. Because while registering for the system, MAC Addresses of computers they will 

use are automatically processed and defined in the system. If the computer used is changed, 

the user's MAC address in the system must also change. 

4- For our students' safety, if a user wants to log in to the system from another computer, 

he/she will receive information that his/her MAC Address has changed. However, users can 

only do this twice within 7 days. If it is attempted more, they will be blocked by the system. 

5- Within the framework of Law No. 5651 on Internet Access, universities’ department of 

information technologies are obliged to keep users' IP access records. For this reason, our 

students should not share their email addresses and passwords when logging into the system 

and should not log in from other computers with their own user accounts. Otherwise, in case 

of an internet crime being committed, responsibility belongs to the user listed in the system. 

 

 


